# Explanation for the record of cybersecurity

http of the organaizarion was unreachable via udp packet and show IP protocol and DNS server un—touchable where multiple of attempt by the time-stamp and DDoS appear ICMP flood on the port 53 recipe

ANALYST SUMMARY AND ACTION

Checking and analyze by tcpdump tool, time-stamp we notice traffic network IP address the device udp paket where un-reachable se we follow the protocol of the the organization to find error from the root and analyze what cause the ICMP and DDoS on the web on this day and time. Automatic jump to back up plan and restart the web to make sure the each port is available especially the 53 there are back to normal mitigating risk money and save the reputation to organization. The analyst Team believe the was cause by load the server and that is why the port was unable to get access to the customer .